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[bookmark: _Toc203483940]Zusammenfassung
Dieses Betriebshandbuch beschreibt die Maßnahmen, die für den Betrieb der KI-Assistenz F13 notwendig sind. Ein besonderer Fokus liegt dabei auf Maßnahmen des IT-Sicherheitskonzepts und des Datenschutzes.
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[bookmark: _Toc203483943]Zuständigkeiten (ORP.1)
Grundsätzlich gelten übergeordnet die Vorgaben [Land/Kommune/Behörde] und ressortspezifischen Zuständigkeiten.
Seitens [Land/Kommune/Behörde] sind diese im Kontext der Informationssicherheit in der [rechtliche Grundlage für Informationssicherheit] geregelt. 
Seitens [fachlich verantwortliche Organisationseinheit] sind die Zuständigkeiten unter anderem im Geschäftsverteilungsplan dokumentiert. Bisher wurden für das Vorhaben folgende Zuständigkeiten einbezogen:
1. Projektbezogene Mitarbeiter bzw. Entwicklungsteam
2. Datenschutzbeauftragte 
3. Informationssicherheitsbeauftragter
4. Personalrat
5. Geheimschutzbeauftragte
6. Justiziariat
7. …

Es bestehen folgende Aufgaben und Funktionen:
1. Kontrollierend / Entscheidungen: Budgetrelevante Zeichnungen und Vertragsbezogenen Zeichnungen  

[Leitung fachlich verantwortliche Organisationseinheit]

2. Vorhabenverantwortung mit operativer Umsetzungsverantwortung im [fachlich verantwortliche Organisationseinheit] und operativer Verantwortung für die Dienstleistersteuerung ([IT-Dienstleister]): 

[Namen der für die Steuerung verantwortlichen]

3. Fachverantwortliche für Informationssicherheit:
Im Bezug zur [mögliche IT-Sicherheitsleitlinie] gilt:

a. [Name der Person] übernimmt die Rolle des Fachverantwortlichen. In der Rolle ist er/sie kontrollierend tätig.   
b. Für die Sicherstellung der Umsetzung von Informationssicherheitsmaßnahmen ist [Rolle] zuständig. 
c. [Beschreibung der Governance zur Steuerung und Umsetzung der Informationssicherheit]

4. Dienstleister – Entwicklung und Betrieb der Anwendung: 
[Namen der Dienstleister]

5. Dienstleister – Infrastruktur für die Anwendung
· [Rollen und Namen der Dienstleister für Infrastruktur]

6. [Weitere Dienstleister]
[bookmark: _Toc203483944]Berechtigungsmanagement
1. Dokumentation
[Beschreibung der Vorhabensdokumentation]
2. Infrastruktur
[Beschreibung des Rollen- und Rechtekonzepts der Infrastruktur sowie Nennung der berechtigten Personen]
3. [Projektspezifische Schnittstelle für Wissensdatenbank-RAG]
[Beschreibung des Rollen- und Rechtekonzepts der Infrastruktur]
4. Anwendungszugriff
[Beschreibung des Anwendungszugriffs bzw. Authentisierung von Nutzenden] 
5. Feedbackdatenbank
[Beschreibung des Rollen- und Rechtekonzepts der Feedbackdatenbank]
Seite 6 (von 6)

